
Ringfence.AI 

165B Telok Ayer Street Singapore 068617 

Support@Ringfence.ai 

Terms and Conditions 
 

Terms and Conditions 1 
Disclaimers 1 
Forward-Looking Statements: 2 
No Offer of Securities or Registration: 2 
Service Restrictions: 3 
General Website and Privacy Terms: 3 
Information We Collect 4 
Personal Information 4 
Non-Personal Information 4 
Cookies 4 
How We Use Your Information 4 
Disclosure of Your Information 4 
Third-Party Links 4 
Security 4 
Changes to this Policy 4 
Personal Data and Privacy Policies………………………………………………………………………...5 
General Personal Data and Privacy Policy……………………………………………….…………………..6 
Database Requests……………………………………………………………………………………………..6 
Contact Form………………………………………………………………………………..…………………...6 
Marketing Information……………………………………………………………………….…………………..7 
Processing of Data………………………………………………………………………….…………………...7 
Transmission of Data on Contract Conclusion for Services and Digital Contents………………………..8 
Data Processors……………………………………………………………………………..…………………..8 
Commercial Use Policy…………………………………………………………………….…………………...8 
Right of Access to and Correction of Personal Data………………………………………………………...8 

Objection to Commercial Mails…………………………………………………………….…………………..8 
Amendment of This Privacy Policy………………………………………………………..…………………...9 
Compliance with Data Protection Laws……………………………………………….…………………...9 
Consent to International Transfer in Countries with Lower Level of Data Protection..…………………..9 
Consent and Withdrawal………………………………………………………………….…………………...10 
Which Personal Data We Process…………………………………………………………………………...10 
How We Collect Your Personal Data………………………………………………………………………...11 
For Which Purposes We Use Your Personal Data………………………………………………………….11 
Lawful Basis for Processing Personal Data…………………………………………….…………………...11 
Processing Your Sensitive Personal Data…………………………………………………………………..12 
Consequences If We May Not Collect Your Personal Data…………………………………………..…...12 
Marketing Activities…………………………………………..……………………………………………...…12 

Links to Business Partner and Co-Branded Sites…………………………………………………………..12 
Your Rights Related to Data Privacy………………………………………………………………………...13 
Our Contact Information as Data Controller………………………………………………………………...13 

Definitions…………………………………………………………..…………………..………………………13 



Ringfence.AI 

165B Telok Ayer Street Singapore 068617 

Support@Ringfence.ai 

Contact Us……………………....…………………..…………………..…………………..………………...14 
 

Disclaimers 

This document and the information provided therein (collectively, the “Document”) in 
relation to Ringfence AI, its business assets, strategy, and operations and is for 
general informational purposes only and does not constitute an offer to buy or sell or 
solicitation of an offer to buy or sell any securities, options, futures, other derivatives 
or other capital markets products (collectively, the “Products”) in any jurisdiction and 
its content is not prescribed by securities laws.  

Information contained in this Document should not be relied upon as advice to buy or 
sell or hold such Products. This Document does not provide any tax, legal or 
investment advice or opinion and does not take into account the specific investment 
objectives or financial situation of any person. Ringfence AI and its agents, advisors, 
directors, officers, employees and shareholders make no representation or 
warranties, expressed or implied, as to the accuracy, quality, content, completeness, 
suitability, adequacy or timeliness of such information and Ringfence AI expressly 
disclaims any and all liability that may be based on such information or errors or 
omissions thereof.  

Ringfence AI reserves the right, but is in no way obliged, to amend or replace the 
information contained herein, in part or entirely, at any time, and undertakes no 
obligation to provide you with access to the amended information or to notify you 
thereof. The information contained in this Document as of even date supersedes any 
prior Document or conversation concerning the same, similar or related information. 
Any information, representations or statements not contained herein shall not be 
relied upon for any purpose. Neither Ringfence AI nor any of its representatives shall 
have any liability whatsoever (whether under contract, tort, trust or otherwise and 
whether in respect to direct, indirect or consequential losses or damages) to you or 
any person resulting from the use of the information in this Document by you or any 
of your representatives or for omissions from the information in this Document. 
Additionally, Ringfence AI undertakes no obligation to comment on the expectations 
of or statements made by, third parties in respect of the matters discussed in this 
Document. 

Forward-Looking Statements: 

The statements referenced may contain forward-looking statements relating to 
Ringfence AI, its products and other instruments and the projects it supports. These 
forward-looking statements are, by their nature, subject to significant risks and 
uncertainties. These forward-looking statements include, without limitation, 
statements relating to Ringfence AI prospects, future developments, trends and 
conditions in the markets in which Ringfence AI operates, its strategies, plans, 
objectives and goals, its ability to control costs, statements relating to prices, 
volumes, operations, margins, overall market trends, risk management and 
exchange rates. 
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When used herein, the words “anticipate”, “believe”, “could”, “estimate”, 
“expect”, “going forward”, “intend”, “may”, “ought to”, “plan”, “project”, 
“seek”, “should”, “will”, “would'' and similar expressions, as they relate to 
Ringfence AI, are intended to identify forward-looking statements. These 
forward-looking statements reflect Ringfence AI views at the time such statements 
were made with respect to future events and are not a guarantee of future 
performance or developments. You are strongly discouraged to rely on any 
forward-looking statements that involve known and unknown risks and uncertainties, 
including but not limited to any changes in the laws, rules and regulations. Ringfence 
AI does not intend to update or otherwise revise such forward-looking statements, 
whether as a result of new information, future events or otherwise. As a result of 
these and other risks, uncertainties and assumptions, forward-looking events and 
circumstances discussed herein might not occur in the way Ringfence AI expects, or 
at all. Accordingly, you should not place reliance on any forward-looking information 
or statements (i.e. DYOR). 
 

No Offer of Securities or Registration: 

The instruments on the website are not intended to constitute, and shall not 
constitute, shares or securities in any jurisdiction.  
 
THEY ARE MERELY A MEANS BY WHICH USERS MAY BE ABLE TO UTILISE 
CERTAIN SERVICES ON A PLATFORM THAT IS BEING DEVELOPED. THERE IS 
NO GUARANTEE THAT THE SERVICES WILL BE DEVELOPED OR FUNCTION 
AS CLAIMED. 
 
The statements above do not constitute a prospectus or offer document of any sort 
and are not intended to constitute an offer of securities or a solicitation for 
investment in securities in any jurisdiction. No person is bound to enter into any 
contract or binding legal commitment and no cryptocurrency or other form of 
payment is to be accepted on the basis of all or any part of the statements. 
 
Ringfence AI does not provide any opinion or any advice to purchase, sell, or 
otherwise transact with tokens and the presentation, publication or communication of 
all or any part of the statements above shall not form the basis of, or be relied upon 
in connection with, any contract or investment decision. 
 
Users of the website and platform acknowledge that Cryptocurrency products and 
tokens (fungible and non-fungible), and other instruments  are unregulated and can 
be highly risky. Ringfence AI does not represent that any cryptocurrencies and/or 
any tokens (fungible and non-fungible), and other instruments be bought, sold, or 
held by you. You agree that you shall conduct your own due diligence and consult 
your financial and/or legal advisor before making any investment decisions. 
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Service Restrictions: 

Ringfence AI may be restricted from providing services to users due to regulatory 
compliance under the laws and regulations of the applicable jurisdictions. Residents 
of the applicable sanction countries are not permitted to use this platform. Ringfence 
AI, its affiliates and its associates are not responsible for any financial, legal or 
regulatory repercussions incurred due to the non-compliant behaviour of users. 
 

General Website and Privacy Terms:  

Ringfence AI is committed to protecting your privacy and providing transparency 
about how we collect, use, and share your information. This Privacy and Cookie 
Policy outlines our practices concerning the information we collect when you visit our 
website ringfence.ai. By accessing or using our Website, You agree to be subjected 
to the terms of this policy which are subjected to changes at any point of time without 
prior notice being given. 

Information We Collect 

We may collect the following types of information when you visit our website: 

Personal Information: We may collect information that identifies you personally, 
such as your name, email address, or other contact information weh you voluntarily 
provide it. 

Non-Personal Information: We may collect non-personal information such as your 
IP address, browser type, and the date and time of your visit. 

Cookies: We use cookies and similar technologies to enhance your user 
experience, You can manage your cookie preferences using your browser settings. 

How We Use Your Information 

We may use your information for the following purposes: 

● To provide and personalize our services. 
● To respond to your inquiries and provide customer support 
● To analyse and improve our Website and Services. 
● To comply with legal obligations. 
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Disclosure of Your Information 

We will not sell, trade, or otherwise transfer your personal information to third parties 
without your consent, except for trusted third parties who assist us in operating our 
Website, conducting our business, or servicing you. 

Third-Party Links 

Our Website may contain links to third-party websites. We have no control over 
these sites and are not responsible for their privacy practices. We encourage you to 
review the privacy policies of these websites. 

Security 

We take reasonable precautions to protect your information from unauthorized 
access, disclosure, alteration, or destruction. However, no online transmission or 
electronic storage is 100% secure. While we strive to protect your personal 
information, we cannot guarantee its security. 

Changes to This Policy  

We reserve the right to update this Privacy and Cookie Policy to reflect changes to 
our information practices. We encourage you to review this policy periodically 
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Personal Data and Privacy Policies 

 

General Personal Data and Privacy Policy 

Personal Data confidentiality and according to the applicable data protection laws 
(herein defined to include the relevant regulations, by-laws, decrees, court orders or 
similar instruments) and this privacy policy (“Privacy Policy” or “Policy”). 

Your provision of Personal Data, such as names or email addresses, is strictly on a 
voluntary basis. However, if you choose not to provide, or to permit the use, 
disclosure and/or processing of, the Personal Data we require, it may not be possible 
for us to provide you with the information, products and/or services you want. 
Subject to the terms of this Privacy Policy, this data will not be passed on to third 
parties without your permission or without being required by the applicable laws. 

However, please note that data transmissions online, including email communication, 
cannot be entirely secure and may be exposed to security vulnerabilities and system 
errors. While we seek to exercise due care, a complete protection of personal details 
against unauthorized access by third parties may not always be possible. 

IF YOU PROVIDE PERSONAL DATA TO US, YOU CONSENT TO THE 
COLLECTION, USE AND DISCLOSURE OF SUCH PERSONAL DATA IN 
ACCORDANCE WITH THIS POLICY. IF YOU PROVIDE THE PERSONAL DATA OF 
ANOTHER INDIVIDUAL, IT MEANS THAT YOU HAVE INFORMED THAT PERSON 
OF THE PURPOSES FOR WHICH WE REQUIRE THAT PERSON’S PERSONAL 
DATA AND THAT PERSON HAS CONSENTED TO THE COLLECTION, USE AND 
DISCLOSURE OF THE PERSONAL DATA IN ACCORDANCE WITH THIS POLICY. 

Database Requests 

To comply with international sanctions and applicable regulation for securities and to 
fight money-laundering or the financing of terrorism, we may need to check Personal 
Data provided by you against publicly available databases. 

Contact Form 
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We may use third party services for contact form management from time to time. By 
submitting information via such forms, you acknowledge and agree that the 
information you provide will be transferred for processing in accordance with their 
prevailing terms, conditions and privacy policies. If you send enquiries to us via 
these forms, your data entered into the contact form, including the stated contact 
data, are stored for the purpose of dealing with your enquiry and in case of additional 
enquiries. 

 

Marketing Information 

We may issue marketing information, including newsletters, to you to provide 
updates on the Services. If you would like to receive the information, we require your 
email address as well as information which allows us to check that you are the owner 
of the provided email address and that you agree to receive the information. Further 
data may also be collected, if necessary for this purpose. We use those data 
exclusively to conduct checks as mentioned above and the sending of the requested 
information. Subject to the terms of this Privacy Policy, we do not transmit such data 
to third parties. 

The given permission to the storage of the data, the email address as well as the use 
of such for the purpose of sending the newsletter can be withdrawn at any time via 
the "unsubscribe" link where available within the message or by sending us an email. 

Processing of Data 

We may contract with services to collect pseudonymous usage data, which is used 
for the sole purpose of helping to improve our products for our users. Subject to this 
Privacy Policy, and to the extent under our reasonable control, we will not associate 
the data with any personal user data. 

If you wish to submit or have submitted Personal Data to us for the purpose of 
registering for and obtaining the Services, you consent to our collection, processing, 
use and disclosure of such Personal Data for such purposes. 

We also reserve the right to monitor, check, and process your Personal Data if 
necessary, to investigate or obtain evidence concerning any complaint, claim or 
dispute or any actual or suspected illegal or unlawful conduct, or to aid in such 
investigation or evidence gathering by any law enforcement or regulatory authorities. 

We may also collect, process, use and disclose Personal Data where required or 
permitted by law for any purpose. 
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Notwithstanding anything to the contrary in this Privacy Policy, we may disclose 
Personal Data to third parties in order to achieve any of the purposes stated herein. 
The third parties include: 

our service providers and contractors, including third party vendors that provide data 
processing or management services; our business partners and affiliates; any 
person or entity involved in providing Services to you; and law enforcement 
authorities, regulatory authorities, statutory bodies, or public agencies for the 
purposes of complying with their requirements, policies, directives, or requests. 

 

Transmission of Data on Contract Conclusion for Services and Digital 
Contents 

Except as otherwise stated in this Policy above or expressly agreed on, we may 
transmit Personal Data to third parties, but only if it is necessary in relation to the 
Service including any transmission of data to relevant payment agents. 

Data Processors 

From time to time, we may contract with authorized data processors to process your 
Personal Data on our behalf for the given purposes herein. The Personal Data you 
provide may be transferred and processed outside your jurisdiction in accordance 
with applicable data protection law(s). 

Commercial Use Policy 

Only in the event and for the time that you give us your consent, we will use your 
Personal Data and/or transmit it to our business partners and affiliates of our 
organization in order for us or our business partners to inform you via email about 
upcoming opportunities or to market and promote our respective products and 
services. 

You may view, withdraw and (re-)give your declaration of consent at any time by 
sending an email to the provider of the Services. To withdraw your consent, please 
email us. 

Right of Access to and Correction of Personal Data 

You have the right to be informed about your Personal Data in our possession or 
under our control, their origin and addressee and the purpose of data processing as 
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well as the right to correction of those data at any time. For further questions and 
questions concerning Personal Data, please email us. 

Objection to Commercial Mails 

Providers of the Services or the information, products or services featured on this 
website may publish their contact information in various parts on this website. The 
use of such contact information by third parties for the purpose of distributing 
unsolicited advertisements or other commercial information is prohibited. The 
operators of the Services reserve the right to take legal measures in case of being 
sent unsolicited commercial information, including spam messages. 

Amendment of This Privacy Policy 

We reserve the right to amend this Privacy Policy from time to time and will make 
available the updated Privacy Policy via this website. Each time we collect, process, 
use or disclose Personal Data, the latest version of this Privacy Policy in force at the 
time will apply. 

 

Compliance with Data Protection Laws 

This section should be read together with Personal Data and Privacy Policies as 
aforementioned. 

We are committed to demonstrate the highest level of integrity in dealing with our 
customers,investors and other business partners. When you are using our Services, 
we may collect, process and/or disclose Personal Data in accordance with this 
Policy. Further, we may either receive your Personal Data directly from you when 
you are communicating with us or provide your Personal Data otherwise in the 
course of other interactions with us, or indirectly from third parties who legally 
provide your Personal Data to us. 

This Policy is meant to inform you, which Personal Data we collect, store, process, 
use and/or disclose, for which purposes and on which legal basis. We further inform 
you about your rights to protect your Personal Data. 

This Policy may be amended or updated from time to time to reflect changes in our 
practices with respect to the Processing of Personal Data, or changes in applicable 
law. We encourage you to read this Policy carefully, and to regularly check this page 
to review any changes we might make in accordance with the terms of this Policy. 
Your continued use of our Services or website constitutes your agreement to be 
bound by this Policy, as amended or updated from time to time. 
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Consent to International Transfer in Countries with Lower Level of Data 
Protection 

Please note that we may collect your Personal Data directly from the country where 
you are based and may store it on servers which may be operated by third party 
service providers. We may need to involve third party service providers due to their 
legitimate interests in having a secure and sufficient data storage system. We select 
the respective third party service providers with due care, ensuring that such service 
providers respect the applicable privacy laws; are aware of the importance of 
protecting Personal Data. 

WHEN CONSENTING TO THIS PRIVACY POLICY, YOU ALSO CONSENT TO 
SUCH INTERNATIONAL TRANSFER TO AND PROCESSING OF YOUR 
PERSONAL DATA BY SUCH THIRD PARTIES.  

Consent and Withdrawal 

In the circumstances where we ask for your consent to process your Personal Data 
or whenever you are providing your consent to us, you have ensured that it is 
provided freely and on a fully informed basis. If you give your consent, you have the 
right to withdraw your consent at any time. The withdrawal of consent does not affect 
the lawfulness of processing based on consent before its withdrawal. After your 
withdrawal, we will stop processing your Personal Data, including storage. This 
paragraph is only relevant to cases of processing undertaken on a voluntary basis. It 
does not apply to cases where processing is necessary or obligatory by law or in any 
way. To withdraw your consent, please email us. 

Which Personal Data We Process 

For the purposes of providing the Services, the categories of Personal Data about 
you that we or our authorized third party data processors may process include: 

Personal details: name, gender, date of birth / age, nationality, passport or national 
identification number, social security number, tax identification number; Contact 
details: address, email address, telephone number, social media account details; 
Financial details: bank information for payments, credit card information for 
payments, utility bill, credit report, other financial details with respect to “Accredited 
Investor” (or equivalent status) verification; Corporate details: name, place of 
registration, registration number, transparency register number, details with respect 
to articles of association and other similar documents / certificates, details with 
respect to shareholders and/or beneficial owners (including their personal and 
contact details); technical information of your device which you use for orders and 
communication (e.g. the IP address of your phone, tablet, notebook, personal 
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computer, etc.), log in information (e.g. user name, email address, password etc.); 
and your public cryptocurrency wallet address. 

 

 

 

 

How We Collect Your Personal Data 

We may collect Personal Data about you from the following sources: 

when you contact us via email, telephone or by any other means; in the ordinary 
course of our transactions and relationship with you; where you have manifestly 
chosen to make such Personal Data public, including via social media profiles; when 
we receive your Personal Data from third parties who legally provide it to us, such as 
credit reference agencies or law enforcement agencies; when you visit any of our 
websites or use any features or resources available on or through our websites. 
When you visit our website, your device and browser may automatically disclose 
certain information (such as device type, operating system, browser type, browser 
settings, IP address, language settings, dates and times of connecting to a website 
and other technical communications information), some of which may constitute 
Personal Data; when you submit your resume/CV to us for a job application. 

For Which Purposes We Use Your Personal Data 

We use your Personal Data to provide, maintain and improve our Services, to grant 
you access to our organization’s networks, websites and platforms. For marketing 
purposes, we use your Personal Data only if and as long as we have received your 
consent and in accordance with corresponding additional legal requirements in your 
jurisdiction. We do not sell your Personal Data to third parties. 

If you submit Personal Data to us or our authorized data processors for the purposes 
of obtaining our Services, we will collect, process, and disclose such Personal Data 
for the purposes of providing our Services to you. 

Lawful Basis for Processing Personal Data 
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In processing your Personal Data in connection with the purposes set out in this 
Policy, we may rely on one or more of the following legal bases, depending on the 
circumstances: 

we have obtained your explicit prior consent to the processing (where processing 
that is entirely voluntary; not where processing is necessary or obligatory by law or in 
any way); the processing is necessary in connection with any contractual relationship 
that you may enter into with us; the processing is required by applicable law; the 
processing is necessary to protect the vital interests of any individual; or we have a 
legitimate interest in carrying out the processing for the purpose of managing,  

operating, or promoting our business, and that legitimate interest is not overridden by 
your interests, fundamental rights, or freedoms. 

When we are involving third party processors in the performance of our services and 
contractual obligations and such involvement requires the sharing of Personal Data, 
we have entered with our third party Processors into data processing and protection 
agreements. 

 

Processing Your Sensitive Personal Data 

We do not seek to collect or otherwise process your Sensitive Personal Data, except 
where: 

the Processing is required or permitted by applicable law; the Processing is 
necessary for the detection or prevention of crime (including the prevention of fraud); 
the Processing is necessary for the establishment, exercise or defense of legal 
rights; or we have, in accordance with applicable law, obtained your explicit consent 
before processing your Sensitive Personal Data (where processing that is entirely 
voluntary; not where processing is necessary or obligatory by law or in any way). 

 

Consequences If We May Not Collect Your Personal Data 

We need your Personal Data to provide our Services to you and/or perform our 
contractual obligations towards you. Without providing such Personal Data, we may 
not be able to provide you the services you are intending to receive. 

 

Marketing Activities 
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If you have consented to receiving marketing information, including newsletters, from 
us, we may transfer your Personal Data to our business partners for us or our 
business partners to inform you via email about upcoming opportunities and promote 
our respective products and services. 

 

Links to Business Partner and Co-Branded Sites 

Certain links contained on our web sites may direct you to co-branded websites 
maintained by our organization or to organizations with which we have established 
business relationships. When you submit information to one of these co-branded 
sites, you may be submitting it to both our organization and these business partners. 
Under no circumstances may our organization be held responsible for the privacy 
practices of these business partners and we therefore strongly encourage you to 
read their respective privacy policies as they may differ from ours. 

 

Your Rights Related to Data Privacy 

You have the right to request access to and rectification or erasure of your Personal 
Data, or restriction of their processing. Furthermore, you have the right to object to 
processing as well as to request data portability. 

 

Our Contact Information as Data Controller 

If you have a direct business relationship with us, we are the Data Controller. For any 
requests, please email us. 

In the performance of online services, we may be required to process your data on 
behalf of a contract partner of yours (e.g. vendor, seller, service provider). In this 
case, the privacy policy of your partner applies. Please contact your contract partner 
for more information. 

 

Definitions 

“Controller” means the entity that decides how and why Personal Data is 
processed. In many jurisdictions, the Controller has primary responsibility for 
complying with applicable data protection laws. 



Ringfence.AI 

165B Telok Ayer Street Singapore 068617 

Support@Ringfence.ai 

 
“Data Protection Authority” means an independent public authority that 
supervises, through investigative and corrective powers, the application of the data 
protection law. 
 
“Personal Data” means information that is about any individual, or from which any 
individual is identifiable. Examples of Personal Data that we may process are 
provided above in this Policy. 

 
“Process”, “processing” or “processed” means anything that is done with any 
Personal Data, whether or not by automated means, such as collection, recording, 
organization, structuring, storage, adaptation or alteration, retrieval, consultation, 
use, disclosure by transmission, dissemination or otherwise making available, 
alignment or combination, restriction, erasure or destruction. 

 
“Processor” means any person or entity that processes Personal Data on behalf of 
the Controller (other than employees of the Controller). 

 
“Services” means any services provided by our organization, including any 
arrangement and management of the Tokens, other services provided on our 
platform and/or via our websites. 

 
“Sensitive Personal Data” means Personal Data about race or ethnicity, political 
opinions, religious or philosophical beliefs, trade union membership, physical or 
mental health, sexual life, any actual or alleged criminal offences or penalties, or any 
other information that may be deemed to be sensitive under applicable law. 

 

Contact Us 

If you have any question or concerns regarding this Privacy and Cookie Policy, 
please contact us at support@ringfence.ai.  

By using our Website, you consent to the practices described in this Privacy and 
Cookie Policy. 
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